Советы педагогам

Чтобы помочь учащимся, Вы должны это знать:

* Подготовьтесь. Изучите технику безопасности в Интернете, чтобы знать виды интернет-угроз, уметь их распознать и предотвратить. Вы­ясните, какими функциями обладают компьютеры подопечных, а также какое программное обеспечение на них установлено.
* Прежде чем позволить ребенку работать за компьютером, расскажите ему как можно больше о виртуальном мире, его возможностях и опасностях.
* Не позволяйте детям самостоятельно исследовать интернет-пространство, они могут столкнуться с агрессивным контентом.
* Выберите интересные ресурсы и предложите детям изучить их вместе.
* Убедитесь, что на компьютерах установлены и правильно настроены средства фильтрации контента, спама и антивирусы.

Линия помощи «Дети онлайн»

Если вы обеспокоены безопасностью ребенка при его работе в Интернете или при использовании мобильной связи;

Если ребенок подвергся опасности или стал жертвой сетевых преследователей и мошенниковОбратитесь на линию помощи «Дети онлайн». Эксперты помогут решить проблему, а также проконсультируют по вопросу безопасного исполь­зования детьми мобильной связи и ИнтернетПозвоните по телефону 8-800-25-000-15 (звонок по России бесплатный, прием звонков осуществляется по рабочим дням с 9-00 до 18-00 мск). Или направьте Ваше письмо по адресу: [helpline@detionline.org](mailto:helpline@detionline.org) Подробнее о Линии помощи вы можете узнать на сайте<http://detionline.org/>